
(Chip read) NFC succeeded
Passport Image returned

Registration

Business requests URL/token
passing in their client’s reference ID.

Single-use-timed deeplink URL/token 
generated from OCS.

OCS sends URL/token to Business via API.
Business sends URL/token to client. Client follows 

link to platform store & installs app if required.

Client input required:
-DOB

-Issue Date
-Passport Number

Webhook Triggered
“User attempted 

expired token”

Included:
-  Client’s reference ID

Webhook Triggered
“NFC Failed”

(chip could not be read)

Included:
-  Client’s reference ID

Webhook Triggered
“Completed”

Included:

-  Other Client’s Details

-  Liveness Result
-  Face Match Result

- Client’s Reference ID

Business charged 
for transaction

Scan Passport NFC

Deeplink
Success?

Able to read 
NFC Chip within 3 

attempts?

Token
Validated?

Client enters 
token manually.

Business can 
generate QR 

code from URL

Client Liveness Check

Match passport image 
with liveness image

Is this third
attempt at
liveness?

Is real 
person?

Image with highest
 liveness result

BUSINESS

One Click Services (OCS) is a ready-to-use identity verification app suitable for online use 
cases. Delivered as a simple API, the process can be linked to your own processes and website.

Using trusted cloud infrastructure, the API is scalable and secure, 
providing instant results without the storing of personal data.

One Click Services provides a reliable and user-friendly method for biographical 
and biometrical user verification with easy business integration.

Passport NFC
With Liveness & Likeness


